|  |
| --- |
| Številka: 450-74/2024-1544-32 |
| Datum: 4. 9. 2025 |
| EVA  |
| GENERALNI SEKRETARIAT VLADE REPUBLIKE SLOVENIJEGp.gs@gov.si |
| ZADEVA: Uvrstitev novega projekta 1544-25-0006 – »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS)« v veljavni Načrt razvojnih programov 2025 - 2028 - predlog za obravnavo  |
| 1. Predlog sklepov vlade: |
| Na podlagi šestega odstavka 21. člena Zakona o Vladi Republike Slovenije (Uradni list RS, št. 24/05 – uradno prečiščeno besedilo, 109/08, 38/10 – ZUKN, 8/12, 21/13, 47/13 – ZDU-1G, 65/14, 55/17 in 163/22) je Vlada Republike Slovenije na ……seji dne …... sprejela naslednji: **SKLEP**V veljavni Načrt razvojnih programov 2025 - 2028 se, skladno s podatki iz priložene tabele, uvrsti nov projekt št. 1544-25-0006 »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS)«. Barbara Kolenko Helbl GENERALNA SEKRETARKA Priloga:* Sklep o uvrstitvi projekta št. 1544-25-0006 »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS)« v veljavni Načrt razvojnih programov 2025 - 2028,
* Obrazložitev,
* Obrazec 3.

Prejmejo:* Urad Vlade Republike Slovenije za informacijsko varnost,
* Ministrstvo za finance,
* Generalni sekretariat Vlade Republike Slovenije.
 |
| **2. Predlog za obravnavo predloga zakona po nujnem ali skrajšanem postopku v državnem zboru z obrazložitvijo razlogov:**  |
| **/** |
| **3.a Osebe, odgovorne za strokovno pripravo in usklajenost gradiva:** |
| * Dr. Uroš Svete, direktor Urada Vlade Republike Slovenije za informacijsko varnost,
* Marčela Novljan Lovrinčić, sekretarka, Urad Vlade RS za informacijsko varnost.
 |
| **3.b Zunanji strokovnjaki, ki so sodelovali pri pripravi dela ali celotnega gradiva: /** |
| **4. Predstavniki vlade, ki bodo sodelovali pri delu državnega zbora: /** |
| 5. Kratek povzetek gradiva: |
| Vlada Republike Slovenije je v veljavni Načrt razvojnih programov 2025 - 2028 uvrstila projekt št. 1544-25-0006 »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS)«, kot je določeno v prilogi tega sklepa.Cilj projekta SECIS je okrepiti Nacionalni koordinacijski center za kibernetsko varnost v Sloveniji (NCC-SI) in ga postaviti kot ključno središče za znanje, krepitev zmogljivosti in sodelovanje na področju kibernetske varnosti. Projekt obravnava pereče izzive razdrobljenih informacij o kibernetski varnosti, omejenih pobud za krepitev zmogljivosti in vse večjih zahtev po skladnosti upravljavcev kritične infrastrukture in mikro, majhnih in srednje velikih podjetij (MSP) v skladu z Direktivo o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (NIS2).Predvideno je, da se projekt zaključi 31. 12. 2029, skupna vrednost projekta znaša 4.136.780,00 EUR z upoštevanim DDV, od tega je 50 % EU sredstev. V letu 2025 je na projektu predvidenih 125.246,00 EUR, od tega 62.623,00 EU iz integralnih sredstev,ki bodo zagotovljena s prerazporeditvijo sredstev iz evidenčnega projekta 1544-21-0003 in PP 221008 na novi PP 251264 in PP 251265. |
| 6. Presoja posledic za: |
| a) | javnofinančna sredstva nad 40.000 EUR v tekočem in naslednjih treh letih | **DA**/NE |
| b) | usklajenost slovenskega pravnega reda s pravnim redom Evropske unije | DA/**NE** |
| c) | administrativne posledice | DA/**NE** |
| č) | gospodarstvo, zlasti mala in srednja podjetja ter konkurenčnost podjetij | DA/**NE** |
| d) | okolje, vključno s prostorskimi in varstvenimi vidiki | DA/**NE** |
| e) | socialno področje | DA/**NE** |
| f) | dokumente razvojnega načrtovanja:* nacionalne dokumente razvojnega načrtovanja
* razvojne politike na ravni programov po strukturi razvojne klasifikacije programskega proračuna
* razvojne dokumente Evropske unije in mednarodnih organizacij
 | DA/**NE** |
| 7.a Predstavitev ocene finančnih posledic nad 40.000 EUR: |
|  |
| 1. Ocena finančnih posledic, ki niso načrtovane v sprejetem proračunu
 |
|  | Tekoče leto (t) | t + 1 | t + 2 | t + 2 |
| Predvideno povečanje (+) ali zmanjšanje (–) prihodkov DP |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) prihodkov OP  |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) odhodkov DP  |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) odhodkov OP |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) obveznosti za druga javnofinančna sredstva |  |  |  |  |
| 1. Finančne posledice za državni proračun
 |
| II.a Ocena finančnih posledic, ki niso načrtovane v sprejetem proračunu |
| Ime proračunskega uporabnika | Šifra in naziv ukrepa, projekta | Šifra in naziv PP | Znesek za tekoče leto (t) | Znesek zat + 1 |
| **Urad Vlade RS za informacijsko varnost**  | **P1544-25-0006** | **PP251265****Krepitev ekosistema kibernetske varnosti v Sloveniji - SECIS – slovenska udeležba** | **62.623,00**  | **122.864,00** |
| **Urad Vlade RS za informacijsko varnost** | **P1544-25-0006** | **PP251264****Krepitev ekosistema kibernetske varnosti v Sloveniji – SECIS EU** | **62.623,00**  | **122.864,00** |
| SKUPAJ |  |  | **125.246,00**  | **245.728,00** |
| II.b Manjkajoče pravice porabe bodo zagotovljene s prerazporeditvijo: |
| Ime proračunskega uporabnika | Šifra in naziv ukrepa, projekta | Šifra in naziv PP | Znesek za tekoče leto (t) | Znesek zat + 1 |
| Urad Vlade RS za informacijsko varnost  | 1544-21-0003Vzpostavitev NCC in SI-Euro QCI | PP221009 Centralizirani in drugi programi EU URSIV – slovenska udeležba | 62.623,00  | 122.864,00 |
| Urad Vlade RS za informacijsko varnost | 1544-21-0003Vzpostavitev NCC in SI-Euro QCI | PP221008Centralizirani in drugi programi EU URSIV - EU | 62.623,00  | 122.864,00  |
| SKUPAJ |  |  | 125.246,00  | 245.728,00 |
| II.c Načrtovana nadomestitev zmanjšanih prihodkov in povečanih odhodkov proračuna: |
| Novi prihodki | Znesek za tekoče leto (t) | Znesek za t + 1 |
|  |  |  |
| SKUPAJ |  |  |
|  |  |  |
| **7.b Predstavitev ocene finančnih posledic pod 40.000 EUR:**(Samo če izberete NE pod točko 6.a.) |
| **8. Predstavitev sodelovanja z združenji občin:** |
| Vsebina predloženega gradiva (predpisa) vpliva na:* + pristojnosti občin,
	+ delovanje občin,
	+ financiranje občin
 | DA/NE |
| Gradivo (predpis) je bilo poslano v mnenje:  |  |
| * Skupnost občin Slovenije SOS
 | DA/NE |
| * Združenje občin Slovenije ZOS
 | DA/NE |
| * Združenje mestnih občin Slovenije ZMOS
 | DA/NE |
| Predlogi in pripombe združenj so bili upoštevani:* v celoti,
* večinoma,
* delno,
* niso bili upoštevani.
 |
| Bistveni predlogi in pripombe, ki niso bili upoštevani: |
| **9. Predstavitev sodelovanja javnosti:** |
| Gradivo je bilo predhodno objavljeno na spletni strani predlagatelja: | DA/NE |
| (Če je odgovor **NE**, navedite, zakaj ni bilo objavljeno.) |
| (Če je odgovor **DA**, navedete: |
| Datum objave: |
| V razpravo so bili vključeni:* nevladne organizacije,
* predstavniki zainteresirane javnosti,
* predstavniki strokovne javnosti.
 |
| Mnenja, predlogi in pripombe z navedbo predlagateljev: |
| Upoštevani so bili:* v celoti,
* večinoma,
* delno,
* niso bili upoštevani.
 |
| Bistvena mnenja, predlogi in pripombe, ki niso bili upoštevani ter razlogi za neupoštevanje: |
| Poročilo je bilo dano … |
| Javnost je bila vključena v pripravo gradiva v skladu z Zakonom o …, kar je navedeno v predlogu predpisa. |
| **10. Pri pripravi gradiva so bile upoštevane zahteve iz Resolucije o normativni dejavnosti:** | DA/NE |
| **11. Gradivo je uvrščeno v delovni program vlade:** | DA/NE |
|  Kory Golobpomočnik direktorja urada |
|  |

**OSNUTEK SKLEPA**

Na podlagi petega odstavka 31. člena Zakona o izvrševanju proračunov Republike Slovenije za leti 2025 in 2026 (Uradni list RS, št. št. 104/24, 17/25 – ZFO-1E in 32/25 – ZJU-1) je Vlada Republike Slovenije na … seji dne …. sprejela naslednji

SKLEP

V veljavni Načrt razvojnih programov 2025 - 2028 se, skladno s podatki iz priložene tabele, uvrsti nov projekt št. 1544-25-0006 »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS)«.

 Barbara Kolenko Helbl

 generalna sekretarka

Priloge:

* Obrazložitev
* Obrazec 3
* Sklep vlade

Prejmejo:

* Urad Vlade RS za informacijsko varnost,
* Ministrstvo za finance,
* Generalni sekretariat Vlade Republike Slovenije.

**OBRAZLOŽITEV**

Urad Vlade Republike Slovenije za informacijsko varnost (v nadaljevanju: urad) prosi Vlado RS za uvrstitev novega projekta v veljavni Načrt razvojnih programov za leta 2025 – 2028 št. 1544-25-0006 »Krepitev ekosistema kibernetske varnosti v Sloveniji (SECIS).«

Cilj projekta SECIS je okrepiti Nacionalni koordinacijski center za kibernetsko varnost v Sloveniji (NCC-SI) in ga postaviti kot ključno središče za znanje, krepitev zmogljivosti in sodelovanje na področju kibernetske varnosti. Projekt obravnava pereče izzive razdrobljenih informacij o kibernetski varnosti, omejenih pobud za krepitev zmogljivosti in vse večjih zahtev po skladnosti upravljavcev kritične infrastrukture in mikro, majhnih in srednje velikih podjetij (MSP) v skladu z Direktivo o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (NIS2). Z vzpostavitvijo NCC-SI kot enotne kontaktne točke za kibernetsko varnost v Sloveniji projekt zagotavlja deležnikom prilagojeno podporo in dostop do kritičnih virov za izboljšanje njihove odpornosti na kibernetsko varnost.

Temeljne aktivnosti projekta so strukturirane okoli petih ciljev:

* izgradnja sodelovalnega ekosistema kibernetske varnosti: razvoj registra deležnikov in spodbujanje partnerstev z akademskimi krogi, podjetji in javnimi institucijami za premostitev vrzeli v slovenskem okviru kibernetske varnosti,
* krepitev zmogljivosti in izmenjava znanja: ponujanje strukturiranih programov usposabljanja, delavnic in praktičnih orodij za izboljšanje zmogljivosti kibernetske varnosti MSP s poudarkom na vrednostnih verigah kritične infrastrukture,
* olajšanje kaskadnega financiranja: uvedba mehanizma financiranja na podlagi zrelosti za podporo sprejetju najsodobnejših ukrepov za kibernetsko varnost, prilagojenih posebnim potrebam MSP,
* uvedba platforme NCC-SI: ustvarjanje centraliziranega digitalnega vozlišča za najboljše prakse, izobraževalne vire, orodja in poročanje o incidentih, usklajeno z zahtevami direktive NIS2,
* dejavnosti strateškega ozaveščanja: spodbujanje ozaveščenosti o kibernetski varnosti in sodelovanja v vseh sektorjih, zagotavljanje nenehnega izboljševanja nacionalne kulture kibernetske varnosti in skladnosti z zakonodajo.

Projekt SECIS neposredno prispeva k ciljem CRA, NIS2 in CsA, krepi nacionalno odpornost, izboljšuje pripravljenost MSP za skladnost in vzpostavlja ponovljiv model za spodbujanje inovacij in varnosti v različnih sektorjih v Sloveniji in zunaj nje.

Urad Vlade RS za informacijsko varnost (URSIV) je v tem projektu koordinativni organ. Projekt SECIS je bil pridobljen na razpisu DIGITAL-ECCC-2024-DEPLOY-NCC-06, tema DIGITAL-ECCC-2024-DEPLOY-NCC-06-MS-COORDINATION. Celotna vrednost projekta je 4.136.780.50 €, pri čemer Evropska komisija (EK) krije 50 %. Delež URSIV na projektu je 50 % oziroma 2.068.390.25 €.

Začetek izvedbe projekta je 1. 9. 2025, zaključek pa 31. 12. 2029.

Finančni prikaz

Tabela 1: Kategorije stroškov v EUR

|  |
| --- |
|  |
| **PROJEKT**  | **ZAPOSLENI** | **STROŠKI PODIZVAJALCEV** | **POTNI STROŠKI** | **OPREMA** | **MATERIALNI STROŠKI** | **PODPORE TRETJIM DELEŽNIKOM** | **DRUGI STROŠKI** | **SKUPAJ** |
| **PROJEKT SECIS - Krepitev ekosistema kibernetske varnosti v Sloveniji (The Strengthening the Ecosystem of Cybersecurity in Slovenia (SECIS))** | **987.000,00** | **518.000,00** | **51.600,00** | **5.450,50** | **204.100,00** | **2.100.000,00** | **270.630,00** | **4.136.780,50** |
|   |   |   |   |   |   |   |   |   |
| **SKUPAJ** |   |   |   |   |   |   |   | **4.136.780,50** |