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GENERALNI SEKRETARIAT VLADE REPUBLIKE SLOVENIJE

gp.gs@gov.si
V vednost:

MINISTRSTVO ZA ZUNANJE IN EVROPSKE ZADEVE
EU-portal@gov.si

ODLOČITVE REPUBLIKE SLOVENIJE

V ZVEZI Z ZADEVAMI EVROPSKE UNIJE

PREDLOG ZA OBRAVNAVO

I.

1. Zadeva EU: 

Naslov dokumenta v slovenskem jeziku: Predlog uredbe Evropskega parlamenta in Sveta o spremembi uredb (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725 in (EU) 2023/2854 ter direktiv 2002/58/ES, (EU) 2022/2555 in (EU) 2022/2557 glede poenostavitve digitalnega zakonodajnega okvira ter razveljavitvi uredb (EU) 2018/1807, (EU) 2019/1150 in (EU) 2022/868 ter Direktive (EU) 2019/1024 (zbirni sveženj za digitalno področje)
Naslov dokumenta v delovnem jeziku EU: Proposal for a Regulation of the European Parliament and of the Council amending Regulations (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725, (EU) 2023/2854 and Directives 2002/58/EC, (EU) 2022/2555 and (EU) 2022/2557 as regards the simplification of the digital legislative framework, and repealing Regulations (EU) 2018/1807, (EU) 2019/1150, (EU) 2022/868, and Directive (EU) 2019/1024 (Digital Omnibus)
Datum dokumenta: 20. 11. 2025
Številka dokumenta: 15698/25 
Medinstitucionalna oznaka: 2025/0360(COD)

Pri izdelavi predloga stališča so upoštevane še različice in priloge dokumenta EU: 

2. Vrsta odločitve RS: Stališče Republike Slovenije
3. Postopek sprejemanja zadeve EU v institucijah EU:

Postopek: Redni zakonodajni postopek 
Faza sprejemanja: v obravnavi 
4. Pristojni organ EU: 

Svet  EU v sestavi: GAC - Svet EU za splošne zadeve 

Delovno telo Sveta EU: A.14.a - Skupina Antici (a) poenostavitev

5. Organ, pristojen za dokončen sprejem stališča RS:

  Državni zbor
6. Pravna podlaga za obravnavo v Državnem zboru: 
 Vlada Republike Slovenije pošlje predlog stališča Republike Slovenije v odločanje Državnemu zboru Republike Slovenije v skladu s prvim odstavkom 4. člena Zakona o sodelovanju med državnim zborom in vlado v zadevah Evropske unije. 
Pri delu v Državnem zboru bodo sodelovali:  mag. Ksenija Klampfer, ministrica za digitalno preobrazbo; dr. Aida Kamišalić Latifič, državna sekretarka, Ministrstvo za digitalno preobrazbo; dr. Miroslav Kranjc, državni sekretar, Ministrstvo za digitalno preobrazbo; Mojca Štruc, generalna direktorica, Direktorat za digitalno družbo, Ministrstvo za digitalno preobrazbo.
7. Roki:

Predviden čas pričetka obravnave zadeve EU v institucijah EU: januar 2026

Predviden čas sprejema zadeve EU v institucijah EU: julij 2026
Rok za odziv organa: 9. 02. 2026
Rok za obravnavo na seji Vlade in njenih odborih: 19. 02. 2026

Rok za obravnavo predloga stališča RS v DZ: 6. 03. 2026

Predlog z obrazložitvijo za skrajšanje oziroma podaljšanje rokov: 

8. Organ, odgovoren za pripravo predloga stališča RS:

Organ: Ministrstvo za digitalno preobrazbo
Kontaktne osebe organa: Mojca Štruc, generalna direktorica, Direktorat za digitalno družbo, Ministrstvo za digitalno preobrazbo, Klaudija Koražija, vodja Službe za evropske zadeve in mednarodno sodelovanje
9. Delovna skupina Vlade, organizirana za posamezno področje zadev EU: 

DS20 - Telekomunikacije, poštne storitve in storitve informacijske družbe 

vodilni organ: MDP - Ministrstvo za digitalno preobrazbo

vodja delovne skupine: Mojca Jarc, sekretarka, Ministrstvo za digitalno preobrazbo
Delovna skupina je predlog stališča RS obravnavala:  Ne
10. Predlog stališča RS je usklajen z organi:

Organ: Ministrstvo za gospodarstvo, turizem in šport, Ministrstvo za javno upravo, Ministrstvo za notranje zadeve, Ministrstvo za obrambo, Ministrstvo za pravosodje, Ministrstvo za visoko šolstvo, znanost in inovacije, Ministrstvo za zdravje, Ministrstvo za zunanje in evropske zadeve, Statistični urad RS, Urad Vlade Republike Slovenije za informacijsko varnost
Kontaktna oseba organa: Tomislav Jurman (MGTŠ), Alenka Pšeničnik (MJU), Mitja Pušnar (MNZ/Policija), Jan Nečimer (MP), Peter Volasko (MVZI), Jasna Koblar (MZEZ), Ivana Boštjančič Pulko (URSIV), Andreja Hočevar (SURS)
11. O predlogu stališča RS je bilo opravljeno posvetovanje z: 

lokalnimi skupnostmi, strokovnimi združenji, zbornicami, drugo - Gospodarska zbornica Slovenije, Slovenski tehnološki forum, GIZ, Obrtno-podjetniška zbornica Slovenije, Trgovinska zbornica Slovenije, Univerza v Ljubljani, Univerza v Mariboru, Univerza na Primorskem, Univerza v Novem mestu, Center za informiranje, sodelovanje in razvoj nevladnih organizacij (CNVOS), Informacijski pooblaščenec Republike Slovenije, Agencija za komunikacijska omrežja in storitve Republike Slovenije
12. Zahteva za obravnavo: na seji Vlade, na seji Odbora za gospodarstvo
	mag. Ksenija Klampfer

MINISTRICA


II.

PREDLOG

STALIŠČE RS
Na podlagi 21. člena Zakona o Vladi Republike Slovenije (Uradni list RS, št. 24/05 – uradno prečiščeno besedilo, 109/08, 38/10 – ZUKN, 8/12, 21/13, 47/13 – ZDU-1G, 65/14, 55/17, 163/22 in 57/25 - ZF) je Vlada Republike Slovenije sprejela naslednji sklep

A)

Republika Slovenija je sprejela (določila predlog)
Stališče Republike Slovenije
Vlada Republike Slovenije je sprejela na podlagi 49.h člena Poslovnika Vlade Republike Slovenije predlog stališča Republike Slovenije k zadevi Predlog uredbe Evropskega parlamenta in Sveta o spremembi uredb (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725 in (EU) 2023/2854 ter direktiv 2002/58/ES, (EU) 2022/2555 in (EU) 2022/2557 glede poenostavitve digitalnega zakonodajnega okvira ter razveljavitvi uredb (EU) 2018/1807, (EU) 2019/1150 in (EU) 2022/868 ter Direktive (EU) 2019/1024 (zbirni sveženj za digitalno področje) - 15698/25, ki se glasi:

Republika Slovenija podpira prizadevanja Evropske komisije za poenostavitev in večjo harmonizacijo digitalnih pravil obstoječega zakonodajnega okvira EU ter podpira cilje in namen Predloga uredbe Evropskega parlamenta in Sveta o spremembi uredb (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725, (EU) 2023/2854 ter direktiv 2002/58/ES, (EU) 2022/2555 in (EU) 2022/2557 glede poenostavitve digitalnega zakonodajnega okvira ter o razveljavitvi uredb (EU) 2018/1807, (EU) 2019/1150, (EU) 2022/868 in direktive (EU) 2019/1024 (v nadaljevanju: predlog uredbe). 

Republika Slovenija z vidika zmanjšanja administrativnih bremen, večje preglednosti in pravne interoperabilnosti pozdravlja predlagano združitev pravil o podatkih iz sedanjih štirih EU zakonodajnih aktov v spremenjeno Uredbo (EU) 2023/2854 o podatkih oziroma v enoten Akt o podatkih in pozdravlja predlagano ureditev, s katero se za dodatno podporo manjšim podjetjem pravila, ki olajšujejo skladnost z zakonodajo EU o podatkih za mala in srednje velika podjetja (MSP), razširijo tudi na mala podjetja srednje kapitalizacije (SMC). Ob tem se Republika Slovenija ne strinja s predlagano spremembo definicij, kot jih sedaj določa Uredba (EU) 2022/868 o upravljanju podatkov, predvsem z vidika ohranitve že dosežene zaščite pravno varovanih podatkov. Obenem Republika Slovenija ocenjuje, da bi nekatere rešitve lahko ustvarile regulatorno nejasnost, saj določbe Uredbe 2023/2854 in Uredbe 2022/868 niso konsolidirane, s predlaganim Digitalnim omnibusom pa nastajajo nejasnosti glede nalog pristojnih organov, pravice do pritožbe (in narave pravice do pritožbe) in medregulatornega sodelovanja. Ker predlagana sprememba posega tudi na področje obdelave občutljivih poslovnih podatkov, bo Republika Slovenija v nadaljnjih obravnavah predloga uredbe podpirala rešitve, s katerimi bo zagotovljena preglednost, varnost in ohranitev zaupanja v tovrstne obdelave in upravljavce podatkov, kot to sedaj že ureja Uredba (EU) 2022/868 o upravljanju podatkov. 

Republika Slovenija se ne strinja z načinom integracije Direktive (EU) 2019/1024 o odprtih podatkih v skupni Akt o podatkih. Veljavna Direktiva (EU) 2019/1024 o odprtih podatkih je namreč ključen instrument EU za krepitev transparentnega delovanja države, za krepitev inovacij ter za sprejemanje odločitev na podlagi podatkov. Ponovna uporaba odprtih javnih podatkov - brezplačnih in dostopnih vsem - mora ostati poseben politični cilj, ki zahteva namenski in jasen pravni okvir tudi v nadaljnji harmonizirani ureditvi v enotnem Aktu o podatkih. Republika Slovenija si bo zato v nadaljnjih obravnavah prizadevala za jasnost izvedbe 'preoblikovanja' določb Direktive (EU) 2019/1024 o odprtih podatkih v okvir skupnega Akta o podatkih in za nadaljnjo konsolidacijo in uskladitev med sedanjo Direktivo (EU) 2019/1024 o odprtih podatkih in predlagano uredbo z enotnim Aktom o podatkih. 

S ciljem poenostavitve digitalnih pravil Republika Slovenija pozdravlja razveljavitev določb Uredbe (EU) 2018/1807 o prostem pretoku neosebnih podatkov in nadaljnjo ureditev prepovedi zahtev lokalizacije podatkov s predlagano uredbo. Tekom usklajevanj bo Republika Slovenija podprla predloge, ki bodo prispevali k večji jasnosti predlaganih rešitev in državam članicam tudi v prihodnje omogočali uresničevanje ciljev odpravljanja neupravičenih ovir za prosti pretok neosebnih podatkov. 

Republika Slovenija podpira prizadevanja Evropske komisije k poenotenju pravil glede obdelave osebnih podatkov, kot jih ureja Uredba (EU) 2016/679 (Splošna uredba o varstvu podatkov oz. GDPR). Republika Slovenija tudi meni, da je nujno doseči cilj predloga uredbe, da ta ne bi posegala v že dosežene standarde varstva temeljnih pravic, pri čemer so po mnenju Republike Slovenije zlasti pomembne vrednote informacijske zasebnosti, osebnega dostojanstva in nediskriminacije. Republika Slovenija ob tem ocenjuje, da rešitve v predlogu uredbe tega cilja v ključnih delih ne dosegajo in dejansko celo zmanjšujejo jasnost in varnost trenutne ureditve. Zato si bo v nadaljnjih obravnavah prizadevala za zagotovitev že doseženega varstva temeljnih pravic ter z njimi povezanih varovalnih mehanizmov. Republika Slovenija bo v nadaljnjih obravnavah predloga predlagala in podpirala le tiste izboljšave besedila, ki bodo ustrezno zmanjšale nevarnost nepredvidenih ali preširokih posegov v varstvo osebnih podatkov in druge temeljne pravice, preglednost izvrševanja teh pravic in nadzora nad njimi. Podprla bo tiste dele besedila, ki pomenijo ciljne izboljšave, ne pomenijo posegov v temeljna načela varstva osebnih podatkov in ki so sorazmerni in nujni za dosego ciljev, ki jih zasledujejo. Določb, ki bodo v nasprotju z ustavnopravnim okvirjem, mednarodnimi obveznostmi Republike Slovenije in EU ter pravicami iz Listine EU, Evropske konvencije o človekovih pravicah ter Konvencije št. 108, ne bo podprla.

S tega vidika Republika Slovenija nasprotuje predlagani spremembi opredelitve pojma »osebni podatki«, bistvenega elementa Splošne uredbe o varstvu podatkov, saj ocenjuje, da tovrstna sprememba nasprotuje ustaljeni sodni praksi Sodišča EU. Hkrati tudi nasprotuje predlogu spremembe načela »omejitev namena« v povezavi z opredelitvijo pojma »znanstvena raziskava«, saj se z neustrezno širitvijo pojma »znanstvena raziskava« in opuščanjem elementov, ki bi jih moral upravljavec upoštevati pri ocenjevanju združljivosti namena obdelave s prvotnim namenom, za katerega so bili podatki zbrani, lahko nesorazmerno postavlja v ozadje temeljne pravice posameznikov in daje prednost tehnološkemu razvoju. 

Z vidika ustavno varovane pravice vsakogar, da se seznani z lastnimi osebnimi podatki, Republika Slovenija nasprotuje predlagani omejitvi pravice dostopa posameznika do lastnih osebnih podatkov, saj meni, da predlagana sprememba prepušča upravljavcem arbitrarno ocenjevanje namenov posameznika, ki je zahteval dostop do lastnih osebnih podatkov. Prav tako Republika Slovenija nasprotuje dodani izjemi od prepovedi obdelave posebnih vrst osebnih podatkov v novi točki (k) v drugem odstavku člena 9 ter dodanim pogojem za tovrstno obdelavo v novem petem odstavku člena 9, ter vzpostavitvi domneve zakonitega interesa za obdelavo osebnih podatkov v kontekstu razvoja in delovanja UI sistemov v novem členu 88c. Ob upoštevanju količine obdelanih podatkov v UI sistemih, občutni širitvi meja dopustnosti za obdelavo, odsotnosti ustreznih varovalk in obveznosti za upravljavca ter domnevi zakonitega interesa, bi tovrstna obdelava posebnih vrst osebnih podatkov, še posebej v primerih zlorabe, predstavljala nepredvidljivo tveganje, tudi zaradi odsotnosti predhodno opravljene ocene učinka, za celoten spekter temeljnih pravic. 

V delu, ki se nanaša na spremembo Direktive 2002/58/ES o obdelavi osebnih podatkov in varstvu zasebnosti na področju elektronskih komunikacij (Direktiva 2002/58/ES o e- zasebnosti), se Republika Slovenija strinja, da so osebni podatki uporabnikov ali naročnikov skladno s predlogom urejeni na enem mestu (tj. v Splošni uredbi o varstvu osebnih podatkov), ocenjuje pa, da je pri zapisu izjem v tretjem odstavku 88a Splošne uredbe o varstvu osebnih podatkov potrebno zasledovati večjo jasnost. 

V delu predloga uredbe, ki se nanaša na spremembo Direktive 2022/2555 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (NIS2 Direktiva), Republika Slovenija pozdravlja idejo skupne enotne točke za prijavo incidentov in ocenjuje, da ta lahko prinaša racionalizacijo postopkov tako za zavezance kot za organe. Republika Slovenija tudi podpira povezavo predlagane enotne skupne vstopne točke s platformo iz Uredbe (EU) 2024/2847 o kibernetski odpornosti (CRA) ter uveljavitev načela »enkratno poročanje, večkratna delitev« za hude incidente proizvajalcev, vendar ob zagotovitvi upoštevanja že doseženih standardov kot pogojev, ki jih bo zagovarjala tudi v nadaljnjih pogajanjih predloga uredbe. Republika Slovenija pozdravlja predlagano spremembo Direktive 2022/2557 o odpornosti kritičnih subjektov (CER) in se strinja s predlogom za vzpostavitev enotne točke za poročanje, pri čemer poudarja nujnost jasne razmejitve odgovornosti med EU in državami članicami. 

Republika Slovenija se strinja z razveljavitvijo Uredbe o spodbujanju pravičnosti in preglednosti za poslovne uporabnike spletnih posredniških storitev (P2B), saj sta Akt o digitalnih trgih (DMA) in Akt o digitalnih storitvah (DSA) bistveno okrepila sklop pravil, ki takim storitvam nalagajo strožje obveznosti skrbnega ravnanja, vključno s prepovedmi in obveznostmi za platforme in iskalnike z največjim vplivom. 

Republika Slovenija si bo pri usklajevanju predloga uredbe v delih, v katerih ne nasprotuje predlogu uredbe, prizadevala za izboljšanje predlaganih določb v smislu večje jasnosti in konsistentnosti ter za uravnoteženost, preudarnost in sorazmernost predloga glede na zastavljene cilje, ob hkratnem doslednem varovanju temeljnih pravic in že doseženih standardov ter varovalk, še posebej na področju spoštovanja pravice do zasebnosti in varstva osebnih podatkov.

B) (Za zakonodajne akte in odločitve politične narave)

POGLAVITNE REŠITVE IN CILJI PREDLOGA ZADEVE EU: 
Uvod in zakonodajni kontekst

Predlog uredbe Evropskega parlamenta in Sveta o spremembi uredb (EU) 2016/679, (EU) 2018/1724, (EU) 2018/1725 in (EU) 2023/2854 ter direktiv 2002/58/ES, (EU) 2022/2555 in (EU) 2022/2557 glede poenostavitve digitalnega zakonodajnega okvira ter razveljavitvi uredb (EU) 2018/1807, (EU) 2019/1150 in (EU) 2022/868 ter Direktive (EU) 2019/1024 (zbirni sveženj za digitalno področje) (v nadaljevanju: predlog uredbe), neformalno imenovan Digitalni omnibus, predstavlja horizontalni zakonodajni instrument Evropske unije, katerega namen je optimizacija, poenostavitev in bolj usklajeno izvajanje obstoječega digitalnega regulativnega okvira EU. 

Predlog uredbe je Evropska komisija predstavila 19. novembra 2025 in je del širšega digitalnega paketa ter predstavlja skupek tehničnih sprememb, s katerimi se skuša poenostaviti obstoječo EU digitalno zakonodajo z namenom zmanjšanja stroškov skladnosti, boljše konkurenčnosti in optimizacije pravnega okvira za podjetja, javne uprave in državljane. Predlagana uredba je tako del širše strategije za regulativno poenostavitev, napovedane v okviru digitalnega svežnja in jo spremlja drugi EU zakonodajni predlog, ki spreminja Uredbo (EU) 2024/1689 o umetni inteligenci, kar skupaj tvori 'Digitalni omnibus' ter predstavlja prvi, takojšnji korak k poenostavitvi digitalnega pravnega reda Unije. Poleg 'Digitalnega omnibusa' bo nadaljnji predlog za revizijo Uredbe (EU) 2019/881 o kibernetski varnosti med drugim vključeval posodobljen mandat Agencije Evropske unije za kibernetsko varnost (ENISA) ter ukrepe za poenostavitev skladnosti z zahtevami kibernetske varnosti. 

Glavni cilj predloga uredbe je optimizirati, konsolidirati in poenostaviti obstoječa pravila (t. i. digital rulebook), ne pa temeljito spremeniti celotne že postavljene regulacije. Reforma naj bi zmanjšala administrativne ovire in omogočila bolj učinkovito izvajanje digitalnih standardov, hkrati pa ohranila temeljne cilje, kot so zaščita podatkov, varnost in pravičnost na digitalnem trgu. Pobuda izhaja iz ugotovitev Evropske komisije, da je v zadnjih letih prišlo do hitrega nalaganja novih digitalnih obveznosti v različnih zakonodajnih aktih EU (npr. Uredba (EU) 2022/868 o upravljanju podatkov, Uredba (EU) 2023/2854 o podatkih, Uredba (EU) 2018/1807 o prostem pretoku neosebnih podatkov, Direktiva (EU) 2019/1024 o odprtih podatkih idr.), kar je povzročilo prekrivanje postopkov, nepreglednost obveznosti, visoke stroške usklajevanja in razdrobljen nadzor.

Predlagana uredba nima namena spreminjati temeljnih ciljev ali standardov zaščite, temveč naj bi delovala kot »regulativni konsolidator«, katerega naloga je izboljšati praktično uporabo in izvrševanje že sprejetih pravil. 

Glavni cilji predloga uredbe so:

1.
zmanjšanje administrativnih bremen za podjetja, zlasti za mala in srednje velika podjetja (MSP);

2.
odprava podvajanja obveznosti poročanja, revizij in ocen tveganja;

3.
povečanje pravne jasnosti in predvidljivosti;

4.
izboljšanje koordinacije nadzornih organov na ravni EU in držav članic;

5.
spodbujanje inovacij in konkurenčnosti na digitalnem notranjem trgu;

6.
zagotovitev učinkovitejšega izvrševanja digitalnih pravil brez zniževanja ravni zaščite pravic.

Poudarek predlaganih sprememb je na boljšem izkoriščanju podatkov kot temeljnega vira gospodarstva EU, zlasti za podporo razvoju in uporabi zaupanja vredne umetne inteligence. Ciljne prilagoditve pravil o varstvu podatkov in zasebnosti, po navedbah Evropske komisije, prinašajo poenostavitve za podjetja in posameznike, hkrati pa krepijo pravno varnost in uveljavljanje pravic. Obenem naj bi bile predlagane spremembe tehnične narave – namen predloga uredbe je prilagoditi regulativni okvir, ne pa spreminjati njegovih temeljnih ciljev. Ukrepi naj bi bili usmerjeni tako, da se ohrani enaka raven varstva temeljnih pravic.

Predlog uredbe združuje vsa pravila o podatkih v dva ključna akta: v skupen Akt o podatkih ter v Splošno uredbo o varstvu podatkov (GDPR), ki ostaja osrednji pravni okvir. Hkrati pa naj bi predlagal ciljne spremembe za odpravo praktičnih ovir pri dostopu do podatkov kot ključnega vira za spodbujanje inovacij, ob zagotavljanju najvišje ravni varstva pravic državljanov ter zasebnosti in poslovnih skrivnosti.

S spremembami uredbe se uvede enotna vstopna točka, prek katere bodo subjekti lahko hkrati izpolnjevali svoje obveznosti poročanja o kibernetskih in drugih varnostnih incidentih po več različnih zakonodajnih aktih EU hkrati. Enotna vstopna točka bo s spodbujanjem načela „enkratno poročanje, večkratna delitev“ zmanjšala upravno breme za subjekte ter hkrati zagotovila učinkovit in varen pretok informacij o varnostnih incidentih prejemnikom, opredeljenim v ustrezni zakonodaji. 

Prav tako predlog uredbe izkorišča priložnost za razveljavitev Uredbe o spodbujanju pravičnosti in preglednosti za poslovne uporabnike spletnih posredniških storitev (Uredba P2B).

PODATKI 

a) Enoten Akt o podatkih 

Nabor evropskih predpisov s področja podatkov se je v zadnjih letih razširil na več uredb, kar je povzročilo pravno zapletenost, vključno z določenimi prekrivanji, ne povsem usklajenimi opredelitvami in vprašanji glede medsebojnega delovanja instrumentov. Za obravnavo teh vprašanj se s predlagano uredbo razveljavljajo zastarela pravila, zlasti sedanjih določb Uredbe (EU) 2018/1807 o prostem pretoku neosebnih podatkov, razen prepovedi zahtev glede lokalizacije podatkov v Uniji, ter konsolidirajo in racionalizirajo pravila Uredbe (EU) 2022/868 o upravljanju podatkov (DGA), kot so pravila o podatkovnem altruizmu in storitvah posredovanja podatkov. Hkrati se pravila Uredbe (EU) 2022/868 o upravljanju podatkov o ponovni uporabi varovanih podatkov združijo s pravili Direktive (EU) 2019/1024 o odprtih podatkih z namenom, da se ustvari enoten okvir za ponovno uporabo podatkov, ki jih hranijo organi javnega sektorja. 

Predlog uredbe nadalje uvaja možnost, da organi javnega sektorja določijo drugačne pogoje in zaračunajo višje pristojbine za ponovno uporabo s strani zelo velikih podjetij, zlasti podjetij, ki imajo znatno moč in vpliv na notranji trg, t.i. vratarjev oz. »gatekeeperjev« v smislu člena 3 Uredbe (EU) 2022/1925 o digitalnih trgih. Da se prepreči, da bi takšni subjekti izkoriščali svojo znatno tržno moč v škodo poštene konkurence in inovacij, bodo na podlagi predlagane uredbe organi javnega sektorja lahko določili posebne pogoje za ponovno uporabo podatkov in dokumentov s strani teh subjektov.

Predlog vključuje konsolidirana in racionalizirana pravila Uredbe (EU) 2018/1807 o prostem pretoku neosebnih podatkov, Uredbe (EU) 2022/868 o upravljanju podatkov in Direktive (EU) 2019/1024 o odprtih podatkih v Uredbo (EU) 2023/2854 o podatkih kot enoten Akt o podatkih, s čimer se ustvari en sam konsolidiran instrument za evropsko podatkovno gospodarstvo. Ta pobuda je skladna s Strategijo podatkovne unije, katere temeljni cilj je spodbujati poenostavitev zakonodajnega okvira EU.

Poleg tega se s predlagano uredbo za dodatno podporo manjšim podjetjem pravila, ki olajšujejo skladnost z zakonodajo EU o podatkih za mala in srednje velika podjetja, razširijo tudi na mala podjetja srednje kapitalizacije. Spremembe, predlagane v tem predlogu uredbe, ne nameravajo posegati v že dosežene standarde Uredbe (EU) 2023/2854 o podatkih, ki predstavlja pomemben in že dosežen korak k pravičnemu in konkurenčnemu podatkovnemu gospodarstvu v EU.

Republika Slovenija pozdravlja cilj predloga uredbe za poenostavitev zakonodajnega okvira EU in se strinja s predlagano združitvijo pravil o podatkih sedanjih štirih EU zakonodajnih aktov (in sicer: Uredba (EU) 2022/868 o upravljanju podatkov, Uredba (EU) 2023/2854 o podatkih in Uredba (EU) 2018/1807 o prostem pretoku neosebnih podatkov ter Direktiva (EU) 2019/1024 o odprtih podatkih) v spremenjeni Uredbi (EU) 2023/2854 o podatkih oziroma v enotnem Aktu o podatkih, še posebej z vidika zmanjšanja administrativnih bremen, večje preglednosti in pravne interoperabilnosti. 

b) Uredba o upravljanju podatkov 

Ker predlagana združitev v enotnem Aktu o podatkih posega tudi na področje pravno varovanih podatkov, se Republika Slovenija ne strinja s predlagano spremembo definicij, kot jih sedaj postavlja Uredba (EU) 2022/868 o upravljanju podatkov. Republika Slovenija ocenjuje, da je v obravnavanem delu predloga uredbe še posebej problematična predlagana ureditev (v točki (a) (ii) tretjega odstavka člena 32w) 'drugih oblik priprave osebnih podatkov' za dovolitev ponovne uporabe podatkov. Iz predlaganega besedila predloga uredbe ni jasno, kaj navedena besedna zveza 'druge oblike priprave osebnih podatkov' pomeni - ali gre za psevdonimizacijo osebnih podatkov ali za kakšno drugo tehniko - saj psevdonimizacija v predlogu ni omenjena kot tehnika zaščite osebnih podatkov (kot so omenjene anonimizacija, agregacije, spremembe ipd.). Ker gre za občutljive podatke, Republika Slovenija meni, da je to materijo potrebno urediti na ustrezen način, da bo zagotovljena preglednost, varnost in ohranjeno zaupanje v tovrstne obdelave in imetnike podatkov, kot to sedaj ureja določba člena 7 Uredbe (EU) 2022/868 o upravljanju podatkov. Prav tako Republike Slovenije predlaga, da se v predlog vključi zahteva po predhodni priglasitvi vsaj tistih ponudnikov storitev posredovanja podatkov, kateri predvidene storitve posredovanja vključujejo obdelavo osebnih podatkov, ki bi verjetno povzročila veliko tveganje za pravice in svoboščine posameznikov, ter ohrani obveznost vodenja evidenc in poročanj za priznane organizacije za podatkovni altruizem (predlog uredbe namreč predvideva razveljavitev člena 20 Uredbe (EU) 2022/868 o upravljanju podatkov), kar bo pristojnim organom omogočalo učinkovito izvajanje nadzora. Istočasno pa Republika Slovenija meni, da je obveznost iz predlaganega člena 32g(1) nepotrebna in bi predlog predpisa lahko določil le možnost začetka nadzora na zahtevo fizične ali pravne osebe (na smiselno enak način kot člena 14 in 24 Uredbe (EU) 2022/868 o upravljanju podatkov).

Zato si bo Republika Slovenija v nadaljnjem postopku sprejema predlagane uredbe prizadevala za zapisane spremembe in večjo jasnost ter konkretnost pravne ureditve podatkov ter za upoštevanje že doseženih standardov in varovalk. 

c) Uredba o usklajenih pravilih za pravičen dostop do podatkov in njihovo uporabo (Akt o podatkih)

Predlog uredbe med drugim spreminja tudi veljavna pravila glede dajanja podatkov na voljo organom javnega sektorja, Komisiji, Evropski centralni banki in organom EU na podlagi izjemne potrebe (Poglavje V. Akta o podatkih). Predlog uredbe spreminja pravila o obveznosti imetnikov podatkov, da v primeru izjemne potrebe omogočijo dostop do »neosebnih podatkov« organom javnega sektorja, Komisiji, Evropski centralni banki in organom EU. Predlog opredeljuje vrste podatkov, ki se lahko dajo na voljo organom, ki izkažejo izjemno potrebo po uporabi določenih podatkov za izvajanje svojih zakonskih nalog v javnem interesu glede na okoliščine posamezne zahteve (predlagani določbi 15a(2) in 15a(3)). Predlog uredbe prav tako predvideva črtanje določbe 17(2)(e) veljavnega Akta o podatkih, v zvezi s čimer si bo Republika Slovenija prizadevala za ohranitev zahteve, da se zahteva za dajanje podatkov na voljo praviloma nanaša na neosebne podatke ter da se osebni podatki v psevdonimizirani obliki lahko zahtevajo le, kadar neosebni podatki ne zadostujejo za odziv na splošno nevarnost. Republika Slovenija tudi meni, da bi bilo potrebno razjasniti razliko med »odzivom na splošno nevarnost« (»respond to a public emergency«) ter »ublažitvijo splošne nevarnosti ali okrevanju po njej« (»mitigation of or recovery from a public emergency«). To bi zagotovilo jasnost glede okoliščin, v katerih lahko organ zahteva dostop do osebnih podatkov, saj dostop do osebnih podatkov v primeru »ublažitve splošne nevarnosti ali okrevanju po njej« dejansko ne bi smel biti mogoč.

d) Direktiva o odprtih podatkih

Republika Slovenija poudarja, da je Direktiva (EU) 2019/1024 o odprtih podatkih ključen instrument EU za krepitev transparentnega delovanja države, krepitev inovacij ter za sprejemanje odločitev na podlagi podatkov, zato se ne strinja z načinom predlagane integracije vsebine te direktive v skupni Akt o podatkih. Predlagani način vključitve načel Direktive (EU) 2019/1024 o odprtih podatkih glede brezplačnih in privzeto odprtih podatkih v enoten pravni akt predlagane uredbe, ki se primarno ukvarja s plačanim, zaščitenim in pogojnim dostopom do občutljivih podatkov, lahko tvega zameglitev pravnih obveznosti in oslabitev politične zavezanosti resničnim odprtim podatkom. Republika Slovenija meni, da je ureditev ponovne uporabe odprtih podatkov javnega sektorja v temelju drugačna od ureditve možnosti posredovanja plačljivih podatkov javnih subjektov, kar bi moralo nedvoumno izhajati tudi iz skupnega Akta o podatkih. Zato si bo Republika Slovenija v nadaljnjih obravnavah predloga uredbe prizadevala, da bo v novem Aktu o podatkih zagotovljeno nadaljnje uveljavljanje temeljnih načel dostopnosti do odprtih podatkov javnega sektorja, da njihova ureditev še naprej ostane ločena in drugačna od okvirov ponovne uporabe plačljivih podatkov po Uredbi (EU) 2022/868 o upravljanju podatkov in Uredbi (EU) 2023/2854 o podatkih. V nadaljnjih obravnavah predloga si bo Republika Slovenija prizadevala za jasnost 'preoblikovanja' določb sedanje Direktive (EU) 2019/1024 o odprtih podatkih v enoten Akt o podatkih oz. za to, kako se bodo določbe sedanje direktive, ki so zasnovane tako, da z minimalnimi standardi in načeli omogočajo nacionalno prožnost držav članic pri implementaciji določb direktive v svojo zakonodajo, preoblikovale v uredbo, ki se v državah članicah neposredno uporablja. Republika Slovenija meni, da bi nekritično preoblikovanje členov Direktive (EU) 2019/1024 o odprtih podatkih v nadaljnji okvir enotnega Akta o podatkih lahko ustvarilo nepredvidene pravne nedoslednosti in morebitno zniževanje že doseženih standardov, zlasti glede interakcije implementirane direktive v veljavnih nacionalnih zakonih držav članic, ki urejajo odprte podatke in v katerih države pogosto celo presegajo minimalne standarde sedanje Direktive (EU) 2019/1024 o odprtih podatkih.

Ker predlagana uredba predvideva, da bodo lahko javni organi zaračunavali za ponovno uporabo tudi odprtih javnih podatkov, kadar do podatkov dostopajo velike spletne platforme, si bo Republika Slovenija v nadaljnjih razpravah o predlogu uredbe prizadevala za jasnost nadaljnje ureditve, da bodo podatki še naprej odprti in brezplačno na voljo za ponovno uporabo. Zato si bo Republika Slovenija prizadevala za  dodatna pojasnila v izpostavljeni smeri ter za nadaljnjo konsolidacijo določb predloga in za uskladitev s sedanjo Direktivo (EU) 2019/1024 o odprtih podatkih. Tekom usklajevanja bo Republika Slovenija podpirala vse rešitve, ki bodo pripomogle k izboljšanju predloga uredbe v smeri, da bi države članice tudi v prihodnje lažje uresničevale cilje odpravljanja neopravičenih ovir za prost pretok neosebnih podatkov. Zato se bo Republika Slovenija v zvezi s predlagano razveljavitvijo določb sedanje Uredbe (EU) 2018/1807 o prostem pretoku neosebnih podatkov zavzemala za jasnost postavljanja nadaljnjih rešitev prepovedi zahtev lokalizacije podatkov v predlogu uredbe, tudi glede na lastništvo neosebnih podatkov ob upoštevanju vpliva na deležnike na nacionalni ravni ter na vse uporabnike storitev prenosa podatkov, da bo predlog uredbe usmerjen razvojno in s koristmi za deležnike v državah članicah. 

e) Splošna uredba o varstvu podatkov 

Predlagana uredba uvaja spremembe Splošne uredbe o varstvu podatkov (GDPR), s katerim želi Komisija po desetih letih uporabe te uredbe odpraviti nekatere problematične vidike izvajanja, obenem pa ohraniti temeljna načela in visoko raven varstva osebnih podatkov. Predlagane spremembe naj ne bi spreminjale niti pravne podlage niti zaščitnih mehanizmov, temveč naj bi odpravljale odvečne obremenitve, zmanjševale fragmentacijo in v zakonodajo EU vključevale najnovejšo sodno prakso Sodišča EU ter smernice Evropskega odbora za varstvo podatkov (EDPB).

Pri opredelitvi pojma 'osebni podatek' Evropska Komisija pojasnjuje, da predlog uredbe zasleduje prakso Sodišča EU (op. gre za sodbo v zadevi C-413/23). Ena ključnih novosti je poenotena evropska lista primerov, ko je treba izvesti oceno učinka z vidika varstva podatkov, in lista, ko ta ni potrebna, kar odpravlja dosedanjo razdrobljenost 27-ih nacionalnih seznamov. Predlog uredbe tudi poenostavlja obveznosti poročanja o kršitvah, saj se osredotoča le na primere z visokim tveganjem, usklajuje metodologijo ter podaljšuje rok za poročanje na 96 ur.

Izpostavljeno je tudi omejevanje zlorab pravice dostopa do osebnih podatkov ter postavitev jasnejših pravil o avtomatiziranem odločanju (aktualno predvsem pri bančnem in zavarovalniškem poslovanju), biometrični verifikaciji, ko oseba ohranja fizičen nadzor nad napravo (npr. identifikacija na letališču z uporabo telefona), in standardih anonimizacije. Za zagotavljanje skladnosti med evropskimi institucijami se spremembe odražajo tudi v pravilih EU institucij (EUDPR).

Predlog uredbe uvaja tudi določbe za spremembo pravil o piškotkih. Razlog je splošno nezadovoljstvo uporabnikov in podjetij zaradi preobremenjujočih, zapletenih in ponavljajočih se obvestil o piškotkih. Predlagana posodobitev združuje pravila iz Direktive 2002/58/ES o e-zasebnosti v Splošno uredbo o varstvu podatkov ter prenaša pristojnost nadzora na organe za varstvo osebnih podatkov. S tem se ohranja visoka raven zasebnosti, dostop do uporabnikove naprave pa še naprej zahteva njegovo izrecno soglasje. S predlogom uredbe se razširjajo izjeme, pri katerih soglasje ni potrebno, in sicer če gre za nizko tvegane namene. Obvestilom bo obvezno treba dodati možnost enokliknega sprejema ali zavrnitve vseh piškotkov, izbira uporabnika pa bo veljala šest mesecev. S predlagano uredbo se želi dolgoročno zmanjšati število prikazanih obvestil tudi z uvedbo centraliziranega upravljanja nastavitev v brskalniku ali drugih tehničnih sredstvih, kjer bo uporabnik lahko nastavil splošne preference glede piškotkov.

Zgoraj opisani poglavitni cilji in rešitve v zvezi s spremembo Splošne uredbe o varstvu podatkov predstavljajo usmeritve, ki jih je v zvezi s predlogom, brez predhodno opravljene ocene učinka, izpostavila Evropska komisija. Vendar pa je način, predviden za njihovo doseganje, vprašljiv, kot je obrazloženo v zadevnem stališču.

Republika Slovenija prepoznava pomen prizadevanja Evropske komisije za poenostavitev pravil glede obdelave osebnih podatkov, kot jo ureja Splošna uredba o varstvu podatkov, z namenom zmanjšanja obremenitev za gospodarske subjekte, zlasti za mikro, mala in srednje velika podjetja. Republika Slovenija je zaskrbljena nad dejstvom, da predlog ni pospremljen z ustrezno oceno učinka varstva osebnih podatkov tako glede posledic za varstvo temeljnih pravic kot tudi glede morebitnega prenosa upravnega bremena na nadzorne in sodne organe. Dodatno odsotnost ocene učinka prenaša na države članice EU breme izvedbe ocene glede skladnosti predloga z obstoječimi, za države članice zavezujočimi mednarodnopravnimi predpisi (zlasti Konvencija št. 108) Slovenija ocenjuje, da predlog celo zmanjšuje jasnost in varnost trenutne ureditve, prav tako pa mestoma neustrezno posega v že doseženo raven varstva temeljnih pravic in z njimi povezanih varovalnih mehanizmov. 

Republika Slovenija se strinja z vzpostavitvijo pravne podlage za obdelavo biometričnih podatkov za namene identifikacije na napravi, ki je v izključni posesti posameznika, kot je predlagana v novi točki (l) drugega odstavka člena 9, in tudi s predlogom poenotenja obveščanja o kršitvah v predlagani spremembi člena 33 ter deloma s predlogom ureditve obdelave osebnih podatkov v končnih napravah, kot je predvidena v členu 88a, z izjemo točk (c) in (d) tretjega odstavka, ki vsebujeta nejasno in neopredeljeno terminologijo, in sicer »agregiranih informacij glede uporabe spletne storitve« ter »ohranjanja ali ponovne vzpostavitve varnosti storitve, ki jo zagotavlja upravljavec…«. V zvezi s predlogi, ki so ustrezni, si bo Republika Slovenija tekom pogajanj prizadevala za vzpostavitev jasnega besedila, ki ne bo vsebovalo neopredeljivih pojmov. Pri tem bo Republika Slovenija posebej pozorna na formulacijo določb, ki bi lahko posegale v pravila za dostop do komunikacijskih podatkov. 

V tem okviru Republika Slovenija meni:

-
glede spremembe opredelitve pojma »osebni podatek« v četrti točki člena 1 meni, da predlog spremembe odstopa od dosedanje prakse Sodišča EU glede pojma osebnega podatka (npr. C-319/22 – primer Scania, C-582/14 – primer Breyer, C-479/22 – primer OC) ter presega vsebino sodbe, ki naj bi jo “implementiral” (C-413/23), saj iz nje izpušča bistvene elemente. Sprememba opredelitve za namene doseganja skladnosti s sodbo Sodišča EU v zadevi C-413/23 sploh ni potrebna, ker sodbe Sodišča EU učinkujejo erga omnes. Vsakršna sprememba opredelitve, ki ima za posledico veljavnost celotne Splošne uredbe o varstvu podatkov, bi morala biti utemeljena s temeljito analizo sorazmernosti in vpliva v temeljne pravice. Če bi želeli prenesti vsebino odločitve Sodišča v Splošno uredbo o varstvu podatkov, bi morali iz predloga izključiti vsaj opredelitev prve povedi, da informacija, ki se nanaša na fizično osebo, ni obvezno osebni podatek samo zato, ker ga drug subjekt lahko identificira, saj je takšna ureditev vsebinsko prazna, in zadnjo poved, da informacija ne postane osebni podatek samo zato, ker ima naslednji prejemnik morebitna sredstva, na podlagi katerih lahko identificira fizično osebo. Zadnji stavek namreč izključi odgovornost subjekta, ki nima razumnih sredstev za identifikacijo, za posredovanje lahko velikega obsega podatkov subjektu, ki s takšnimi sredstvi razpolaga. To pa izniči vse mehanizme za varstvo osebnih podatkov pri posameznem subjektu in nasprotuje osnovni definiciji, da je osebni podatek tisti, ki se nanaša na določljivega posameznika kot tistega, ki ga je mogoče neposredno ali posredno določiti. Nadalje bi lahko odmik od ustaljene sodne prakse Sodišča EU predstavljal tudi predlog novega člena 41a, saj v sedanji obliki Evropski komisiji omogoča, da z izvedbenimi akti dodatno opredeljuje oziroma omejuje domet pojma »osebni podatki«. Izvedbeni akti so v skladu z drugim odstavkom člena 291 Pogodbe o delovanju Evropske unije (PDEU) namenjeni zagotavljanju enotnih pogojev za izvajanje pravno zavezujočih aktov Unije, medtem ko delegirani akti, kot jih določa člen 290 PDEU, omogočajo prenos pristojnosti na Komisijo za sprejemanje nezakonodajnih aktov, ki se splošno uporabljajo in dopolnjujejo ali spreminjajo nekatere nebistvene elemente zakonodajnega akta. Bistveni elementi posameznega področja pa so izključno predmet zakonodajnega akta in zato ne morejo biti predmet prenosa pristojnosti. Ker PDEU ne predvideva prenosa pristojnosti za urejanje bistvenih elementov, je še toliko bolj neustrezno, da se z izvedbenimi akti, ki ne urejajo niti nebistvenih elementov zakonodajnega akta, omogoča Evropski komisiji sprejemanje pravil, ki bodo bistveno vplivala na razumevanje pojma »osebni podatki«, ključnega elementa področja, ki ga ureja Splošna uredba o varstvu podatkov. Tovrstno postopanje lahko predstavlja poseg v zakonodajno pristojnost Evropskega parlamenta in Sveta EU ter je v nasprotju z načelom delitve oblasti in Pogodbo o delovanju Evropske unije. Besedilo določbe bi bilo zato treba prilagoditi. Republika Slovenija si bo tekom pogajanj zato prizadevala, da opredelitev pojma »osebni podatki« ne bo spremenjena oziroma, da bo formulacija v skladu z ustaljeno sodno prakso Sodišča EU. Nadalje si bo prizadevala, da bo prenos pooblastil na Evropsko komisijo v skladu z obsegom, ki ga določa Pogodba o delovanju Evropske unije;

-
v zvezi s širitvijo načela »omejitev namena« v povezavi z opredelitvijo pojma »znanstvena raziskava« ne podpira predloga spremembe v točki (b) prvega odstavka člena 5 in dodatka osemintridesetega odstavka člena 4, ker z neustrezno širitvijo pojma »znanstvena raziskava« in opuščanjem elementov, ki bi jih moral upravljavec upoštevati pri ocenjevanju združljivosti namena obdelave s prvotnim namenom, za katerega so bili podatki zbrani, nesorazmerno postavlja v ozadje temeljne pravice posameznikov in daje prednost tehnološkemu razvoju. Besedilo bi bilo zato treba ustrezno omejiti tako, da ne bo vsebovalo nedoločne in odprte terminologije, ampak da bo omejeno zgolj na tiste aktivnosti, ki se izvajajo v skladu z znanstveno-raziskovalnimi načeli in metodologijo. Definicija »znanstvena raziskava« bi morala vključevati elemente, ki so že uveljavljeni v raziskovalni praksi, in sicer spoštovanje znanstvene metodologije, neodvisnost in transparentnost raziskovalnega procesa, avtonomija, objava rezultatov raziskave, upoštevanje naravnanosti k javnem interesu oziroma dobrobiti družbe. Glede omejitve namena je predlog uredbe nejasen v tem, ali se lahko upravljavec pri nadaljnji obdelavi za znanstveno-raziskovalne namene zanaša na pravno podlago, ki je bila izpolnjena za prvotno zbiranje osebnih podatkov, saj se štejejo nameni za združljive za »zakonito dejanje obdelave«. Republika Slovenija meni tudi, da bi morala uvodna določba 32 predloga uredbe jasneje zapisati, da se lahko šteje, da obdelava osebnih podatkov za namene znanstvenega raziskovanja zasleduje zakonite interese v smislu člena 6(1)(f), če so za to izpolnjeni pogoji, ki jih je treba presoditi v konkretnem primeru, in ne da obstaja takšna domneva samodejno, kar bi se dalo sklepati iz predloga. Republika Slovenija si bo tekom pogajanj prizadevala, da se opredelitev pojma »znanstvena raziskava« ustrezno omeji tako, da ne bo vsebovala nedoločne in odprte terminologije, ampak da bo omejena zgolj na tiste aktivnosti, ki se izvajajo v skladu z znanstveno-raziskovalnimi načeli in metodologijo;

-
se ne strinja s predlagano spremembo člena točke (k) drugega odstavka in petega odstavka člena 9, saj dodatna izjema v točki (k) bistveno posega v veljavno ureditev posebnih vrst osebnih podatkov za le eno od informacijskih rešitev, ki so ali bodo na voljo. Ta, poleg neopredeljene zahteve glede ustreznih organizacijskih in tehničnih ukrepov, od upravljavca zahteva odstranitev posebnih vrst osebnih podatkov, kolikor jih odkrije oz. da jih izključi iz nadaljnje obdelave, kolikor bi njihova odstranitev za upravljavca predstavljala nesorazmerno breme. Predlog tako vzpostavlja neresnično domnevo oz. vsaj nakazuje na to, da za upravljavce obstaja obveznost odkrivanja in identificiranja posebnih vrst osebnih podatkov, vendar ta obveznost ni zakonsko določena, kar pomeni, da tovrstne obveznosti ni. Naposled se ustvarja pravna praznina, v smislu, da ne bo pravil glede postopanja upravljavca v povezavi s posebnimi vrstami osebnih podatkov, ki jih ne odkrije in naprej obdeluje. V nadaljevanju pa nevaren precedens na področju varstva temeljnih pravic in razlog za skrb predstavlja pogojevanje zaščite temeljnih pravic s sorazmernostjo bremena za upravljavca. V osrčju tehtanja sorazmernosti ali nujnosti nekega ukrepa ali pravila, ki zasleduje interese demokratične družbe in pri tem trči v temeljno pravico posameznika, bi morala vedno biti temeljna pravica in ne upravno breme, ki bi nastalo pri varstvu te pravice. Pri tem je pomembno izpostaviti, da trenutna ureditev obdelave posebnih vrst osebnih podatkov ustrezno pokriva tudi obdelavo posebnih vrst osebnih podatkov v okviru sistemov umetne inteligence. Besedilo bi bilo treba ustrezno prilagoditi tako, da bo vzpostavilo ravnotežje med varstvom temeljnih pravic in potrebami razvoja tehnologij ter da bo predlagana izjema od prepovedi obdelave posebnih vrst osebnih podatkov omejena na to, kar je sorazmerno in nujno za potrebe tehnološkega razvoja in pri tem zagovarjala tehnološko nevtralnost. Republika Slovenija si bo tekom pogajanj prizadevala za vzpostavitev ravnotežja med varstvom temeljnih pravic in potrebami razvoja tehnologij, da bo predlagana izjema od prepovedi obdelave posebnih vrst osebnih podatkov omejena na to, kar je sorazmerno in nujno za potrebe tehnološkega razvoja in pri tem zagovarjala tehnološko nevtralnost. V zvezi z domnevo zakonitega interesa, Republika Slovenija predloga ne bo podprla, če bo zgolj dejstvo, da je obdelava osebnih podatkov nujna za zasledovanje interesa upravljavca za namene razvoja in delovanja UI sistema razumljeno kot zakoniti interes upravljavca in s tem zakonito samostojno pravno podlago za obdelavo osebnih podatkov;

-
nasprotuje predlagani spremembi petega odstavka člena 12, saj meni, da predlagana sprememba besedila ne odraža namena preprečevanja zlonamernih praks, kot je opredeljen v uvodnih določbah predloga uredbe, ampak nesorazmerno prepušča upravljavcem arbitrarno ocenjevanje namenov posameznika, ki je zahteval dostop do lastnih osebnih podatkov. Obstoječe besedilo Splošne uredbe o varstvu podatkov že omogoča zavrnitev zahteve posameznika ali zaračunanje razumne pristojbine za njeno uresničitev, če je zahteva očitno neutemeljena ali pretirana zlasti, ker se ponavlja. Predlog spremembe pa uvaja širšo formulacijo, ki je preveč odprta za interpretacijo, saj omogoča upravljavcu, da zavrne zahtevo ali zaračuna pristojbino, tudi v primerih zahtev za dostop do podatkov na podlagi člena 15, če posameznik, na katerega se nanašajo osebni podatki, zlorablja pravice, ki mu jih podeljuje Splošna uredba o varstvu podatkov, za namene, ki niso povezani z zaščito njegovih osebnih podatkov. V uvodni določbi (35) je pojasnjeno, da želi Evropska komisija s predlogom preprečiti prekomerno uporabljanje oziroma zlorabo pravice do dostopa z namenom povzročanja škode upravljavcu ter hkrati zmanjšati raven dokaznega bremena, ki ga nosi upravljavec v zvezi z dokazovanjem pretiranosti ali očitne neutemeljenosti zahtevka. Predlog v operativnem delu besedila, ki spreminja Splošno uredbo o varstvu podatkov, ne odraža namena, ki je opisan v zgoraj omenjeni uvodni izjavi. Namen preprečevanja zahtevkov, katerih cilj je povzročitev škode upravljavcu, bi moral biti odražen v operativnem delu predloga. Formulacija, kot jo je predlagala Evropska komisija v zadevnem predlogu, je v neskladju z Ustavo Republike Slovenije, ki v tretjem odstavku člena 38 določa, da ima vsakdo pravico seznaniti se z lastnimi osebnimi podatki in te pravice ne veže zgolj na namen zaščite njegovih podatkov, in prvega odstavka člena 8 Listine EU. Besedilo bi bilo zato treba ustrezno prilagoditi tako, da bo jasno in omejeno na ukrepe, ki so nujni in sorazmerni za odpravo zaznane problematike dostopanja do osebnih podatkov z namenom povzročanja škode upravljavcu. Republika Slovenija bo lahko predlog podprla zgolj, če bo v skladu z Ustavo Republike Slovenije;

-
ne podpira nekaterih drugih sprememb, kot so dodatna izjema od pravice do obveščenosti (predlog sprememb člena 13), saj je izjema preširoko zastavljena, neopredeljena in prepuščena oceni upravljavca. Prav tako ne podpira spremembe ureditve avtomatiziranega sprejemanja posameznih odločitev (predlog sprememb člena 22), ki bi bilo po novem dovoljeno v naštetih primerih, pri čemer pa ne predvideva obveznosti sprejema končne odločitve s strani človeka;

-
glede ureditve piškotkov v novem členu 88(b) meni, da bi bilo treba konkretizirati, kateri upravljavci so zavezanci po tem členu (ponudniki spletnih strani, ponudniki aplikacij, tretje osebe, ponudniki spletnih brskalnikov,…) in v člen dodati varovalke za v praksi prepoznano agresivno upravljanje piškotkov s strani ponudnikov medijskih storitev (tudi pri zagotavljanju medijskih storitev) ter urediti izjeme iz šestega odstavka na način, da se ne veže na opredelitev MSP, temveč upošteva raje na primer tržni delež; 

-
nasprotuje zapisu domneve zakonitega interesa kot pravne podlage za obdelavo podatkov v primeru obdelave v okviru orodij umetne inteligence, kot je predlagano v novem členu 88(c), saj domneva ustvarja drugačno logiko in sistem zaščite, kot je vzpostavljen z veljavnimi pravili o varstvu osebnih podatkov, prav tako pa sklicevanje na tehnologije umetne inteligence ni tehnološko nevtralno in bi lahko vodilo v zahteve po izjemah pri uporabi drugih tehnologij in s tem v dodatno nižanje standardov varovanja osebnih podatkov.

f) Direktiva o e-zasebnosti 

V delu, ki se nanaša na spremembo Direktive 2002/58/ES o e-zasebnosti, Republika Slovenija poudarja, da naj varnost obdelave, kot je urejena s členom 4 navedene direktive, ostane regulirana v okviru varstva zasebnosti elektronskih komunikacij. Zato Republika Slovenija nasprotuje razveljavitvi člena 4 direktive, saj navedeno pomeni zmanjševanje regulacije na področju varnosti elektronskih komunikacijskih storitev. Republika Slovenije delno pozdravlja dopolnitev člena 5(3) direktive, ki pomeni konsolidacijo določb glede obdelave osebnih podatkov v terminalni opremi s predlogom sprememb Splošne uredbe o varstvu osebnih podatkov, saj se na ta način zagotavlja enoten pravni okvir za fizične osebe. Kljub temu pa Republika Slovenija meni, da gre za razširitev glede na obstoječe stanje po direktivi. Izjema iz člena 5(3) direktive, ki se nanaša na zagotavljanje informacijske družbe, ki jo zahteva posameznik, se skladno s predlogom 88a(3) Splošne uredbe o varstvu osebnih podatkov razširja na zagotavljanje katerekoli storitve, ki jo zahteva posameznik. Posledično Republika Slovenija meni, da je treba pri zapisu izjem v 88a(3) Splošne uredbe o varstvu osebnih podatkov zagotoviti večjo jasnost. Tudi v zvezi s predlagano spremembo člena 5(3) direktive Republika Slovenija meni, da gre za morebitno neustrezno asimetrijo, ki jo lahko ustvarja predlog uredbe. Namreč, medtem ko bodo osebni podatki iz terminalne opreme skladno s predlogom po novem urejeni v Splošni uredbi o varstvu podatkov (s predpisanimi izjemami, kjer soglasje fizične oseb ni potrebno), bodo neosebni (anonimni) podatki iz terminalne opreme še vedno predmet strožje regulacije po Direktivi 2002/58/ES o e-zasebnosti. 

KIBERNETSKA VARNOST

Predlog uredbe uvaja enotno vstopno točko (single-entry point - SEP), ki bo subjektom omogočila izpolnjevanje obveznosti poročanja o kibernetskih in drugih varnostnih incidentih po več različnih zakonodajnih aktih EU hkrati (Direktiva o ukrepih za visoko skupno raven kibernetske varnosti v Uniji – NIS2, Splošna uredba o varstvu podatkov – GDPR, Uredba o digitalni operativni odpornosti za finančni sektor – DORA, Direktiva o odpornosti kritičnih subjektov – cer, Uredba o elektronski identifikaciji, avtentikaciji in storitvah zaupanja za elektronske transakcije – eIDAS, Akt o kibernetski odpornosti – CRA). Namen je odpraviti trenutno stanje, ko mora organizacija isto vrsto incidenta prijaviti različnim institucijam skozi ločene postopke. Z uveljavljanjem načela »enkratno poročanje, večkratna delitev« naj bi  enotna vstopna točka zmanjšala administrativno breme za subjekte, hkrati pa zagotovila učinkovit in varen pretok informacij o varnostnih incidentih do prejemnikov, določenih v ustrezni zakonodaji.

Predlog uredbe daje mandat Agenciji Evropske unije za kibernetsko varnost (ENISA), da razvije enotno vstopno točko, pri čemer upošteva enotno platformo za poročanje o obvestilih o aktivno izkoriščenih ranljivostih in hudih incidentih v skladu z Uredbo (EU) 2024/2847 o kibernetski odpornosti. Predlog uredbe določa posebne zahteve za orodje kot varen kanal za informacije, ki jih subjekti sporočijo in se posredujejo pristojnim organom. Temeljnih pravnih zahtev glede poročanja o incidentih ne spreminja, vendar bistveno optimizira delovni tok in vire, ki jih morajo subjekti zagotoviti. Platforma za poročanje mora biti vzpostavljena v roku 18 mesecev, pri pripravi le-te pa se mora ENISA posvetovati z vsemi nacionalnimi pristojnimi organi. Prav tako mora ENISA pri pripravi rešitve v največji možni meri upoštevati nacionalne tehnične rešitve za poročanje o incidentih. Predlagano je tudi, naj se poročanje o incidentih zgleduje po uredbi DORA, ki ima najbolj učinkovit in jasno razdelan sistem (enotne predloge za poročanje).

V delu predloga uredbe, ki se nanaša na spremembe Direktive 2022/2555 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (NIS2), Republika Slovenija pozdravlja idejo skupne enotne točke za prijavo incidentov in poudarja nujnost, da se pri nadaljnji obravnavi člena 6 predloga o enotni točki za prijavo incidentov upoštevajo naslednji pogoji: zagotovitev varnosti podatkov in zaupnosti, interoperabilnost z nacionalnimi sistemi, spoštovanje nacionalnih pristojnosti in realističen časovni okvir za uvedbo. Le ob izpolnitvi navedenih pogojev bo skupna vstopna točka učinkovito prispevala k višji kibernetski varnosti in skladnosti, ne da bi ogrozila načelo subsidiarnosti ali nacionalno varnost. Zato bo Republika Slovenija v nadaljnjih obravnavah predloga uredbe aktivno zagovarjala tiste modifikacije in rešitve, ki bodo v največji meri omogočile uspešno vključitev skupne vstopne točke v nacionalni pravni in operativni prostor. Za zagotovitev skladnosti predlagane uredbe z ustavnimi načeli in temeljnimi varnostnimi interesi bo namreč treba zagotoviti izvedbo na način, da nacionalni organi obdržijo nadzor nad vsebino prijav in nad ukrepanjem. Zato si bo Republika Slovenija v nadaljnjih obravnavah predloga uredbe prizadevala za zagotovitev upoštevanja načela subsidiarnosti s ciljem, da predlagana skupna vstopna točka ostane orodje za administrativno poenostavitev in da ne bo nikakršnih možnosti poseganja v suverene pristojnosti držav članic na področju nacionalne varnosti. 

S ciljem nadaljnje vzpostavitve varnega in konkurenčnega digitalnega okolja Republika Slovenija podpira v predlogu uredbe predvideno povezavo enotne skupne vstopne točke s platformo iz Uredbe (EU) 2024/2847 o kibernetski odpornosti. Prav tako Republika Slovenija podpira predlagano poenostavitev za proizvajalce in druge gospodarske subjekte, za katere predlog uredbe uveljavlja načelo enkratnega poročanja incidentov po Uredbi (EU) 2024/2847 o kibernetski odpornosti in Direktivi 2022/2555 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji. V nadaljnjih obravnavah predloga uredbe bo Republika Slovenija v zvezi z uveljavitvijo načela »enkratno poročanje, večkratna delitev« za hude incidente proizvajalcev zasledovala naslednje pogoje:

-
da materialne obveznosti poročanja iz Uredbe (EU) 2024/2847 o kibernetski odpornosti in obstoječa nacionalna pristojnost ostaneta nespremenjeni;

-
da je vloga agencije ENISA predvsem tehnična, brez dodatnih vsebinskih pristojnosti glede odločanja o incidentih;

-
da se zagotovi najvišja raven varovanja zaupnih in varnostno občutljivih podatkov ter jasna pravila dostopa; 

-            da v specifikacijah enotna skupna vstopna točka/CRA v največji možni meri upošteva obstoječe nacionalne rešitve in se omogoči interoperabilnost prek standardiziranih vmesnikov; 

-
da bo Evropska komisija v dialogu z državami članicami vnaprej pojasnila praktično delovanje povezave Uredbe (EU) 2024/2847 o kibernetski odpornosti in Direktive 2022/2555 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (piloti, tehnična arhitektura, odgovornosti).

Republika Slovenija tudi ocenjuje, da bo ob ustreznem varovanju zaupnih podatkov vpliv na konkurenčnost pozitiven in da predlog uredbe v obravnavanem delu krepi vlogo ENISA kot tehničnega upravljavca skupne vstopne točke, pri čemer meni, da morajo nacionalni organi ostati polno pristojni za obravnavo incidentov in izvajanje nadzora.

Republika Slovenija tudi pozdravlja člen 9 predloga uredbe, ki predvideva spremembo besedila Direktive 2022/2557 o odpornosti kritičnih subjektov z ureditvijo enotne točke za poročanje, vendar poudarja nujnost jasne razmejitve odgovornosti med EU in državami članicami. Republika Slovenija je tovrstno enotno točko za poročanje oziroma eno digitalno platformo tudi že vzpostavila z nacionalno zakonodajo ob prenosu Direktive 2022/2555 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji 2022/2555 in Direktive 2022/2557 o odpornosti kritičnih subjektov (v Zakonu o informacijski varnosti in v Zakonu o kritični infrastrukturi).

Republika Slovenija poudarja, da je v procesu nadaljnje uskladitve predlagane uredbe potrebno zagotoviti ustrezno časovnico in ustrezne roke za kakovosten pregled in uveljavitev predloga, zato se bo s ciljem priprave boljše zakonodaje v razpravi zavzemala za ustreznost postavljenih rokov uveljavitve predlaganih določb v državah članicah. V nadaljnjih modifikacijah predloga uredbe bo Republika Slovenija podprla tiste rešitve, ki bodo državam članicam omogočale nadaljnjo nacionalno implementacijo, ki bo dosegala predvidene cilje ter bo učinkovita in sorazmerna z vidika zahtev gospodarstva. Ob navedenem bo pri usklajevanju rešitev za dosego ciljev predloga ves čas zasledovala upoštevanje načel suverenosti držav članic, subsidiarnosti in sorazmernosti predlaganega urejanja. 

UPORABA SPLETNIH POSREDNIŠKIH STORITEV

Predlog uredbe razveljavlja Uredbo (EU) 2019/1150 Evropskega parlamenta in Sveta z dne 20. junija 2019 o spodbujanju pravičnosti in preglednosti za poslovne uporabnike spletnih posredniških storitev (Uredba o razmerjih med platformami in podjetji - P2B). 

Uredba je bila prvi korak k zagotavljanju celovitega pravnega okvira za platformno gospodarstvo. Od začetka njene uporabe so bile spletne posredniške storitve in spletne platforme urejene tudi z drugimi pravnimi akti EU. Med njimi sta Uredba (EU) 2022/1925 (akt o digitalnih trgih) in Uredba (EU) 2022/2065 (akt o digitalnih storitvah), ki v veliki meri presegata določbe iz uredbe o razmerjih med platformami in podjetji. 

Izbrane določbe uredbe o razmerjih med platformami in podjetji bodo veljale še naprej, da se zagotovi pravna varnost za akte, ki vsebujejo navzkrižne sklice na te določbe, na primer Direktivo (EU) 2024/2831 o izboljšanju delovnih pogojev pri platformnem delu. Na splošno se bodo v skladu z zahtevami deležnikov s poenostavitvijo regulativnega okvira za spletne platforme zmanjšali stroški zagotavljanja skladnosti zaradi večplastnih in prekrivajočih se pravil. Ponudniki spletnih posredniških storitev bodo imeli koristi od večje jasnosti pravnih določb. Izvrševanje bo bolj ciljno. 

Republika Slovenija se z razveljavitvijo Uredbe o spodbujanju pravičnosti in preglednosti za poslovne uporabnike spletnih posredniških storitev strinja.

OCENA VPLIVOV IN POSLEDIC PREDLOGA ZADEVE EU: 

Vpliv na pravni red


Sprememba obstoječih aktov


Predlagana uredba bo neposredno uporabljiva na nacionalni ravni. Komplementarno bo vplivala na obseg in število različnih aktov, navedenih v predlogu uredbe. Republika Slovenija ocenjuje, da bodo potrebne prilagoditve ustreznih implementacijskih aktov (npr. potrebno bo poseči v veljavni Zakon o elektronskih komunikacijah z razveljavitvijo določenih določb in z novim zapisom izjem; v Zakon o dostopu do informacij javnega značaja, Zakon o varstvu osebnih podatkov itd.). Vseh implementacijskih aktov v času obravnave predloga uredbe še ni mogoče navesti.


Priprava novih aktov


Izbrani instrument urejanja je uredba in bo potrebno sprejeti vsaj Uredbo o izvajanju predlagane EU uredbe.

Posledice za proračun

Pri izvajanju uredbe bo treba zagotoviti celovito okolje za njeno izvajanje, kar lahko povzroči omejene stroške nadaljnje nacionalne prilagoditve glede Direktive o ukrepih za visoko skupno raven kibernetske varnosti v Uniji (npr. stroški v zvezi z vzpostavitvijo enotne vstopne točke SEP, enkratni stroški za prilagoditve nacionalnih informacijskih sistemov, stroški za usposabljanje osebja, idr.). Celote enkratnih stroškov prilagoditve uredbi v času obravnave predloga uredbe še ni mogoče v celoti oceniti.

Vpliv na gospodarstvo

Uredba bo imela pretežno pozitiven vpliv na gospodarstvo, še posebej z vidika poenostavitve obstoječe digitalne zakonodaje EU, ki optimizira, konsolidira in modernizira obsežen nabor evropskih digitalnih aktov, kar bi moralo olajšati skladnost, znižati stroške in ustvariti konkurenčne prednosti. Obenem pa kompleksnost sprememb, tudi v povezavi z ostalimi omnibusi, in večja fleksibilnost pri doseganju predpisanih ciljev zakonodaje v gospodarski sistem vnašata znatno mero nepredvidljivosti, kar bo lahko otežilo poslovanje gospodarskih subjektov in povečalo stroške za preverjanje skladnosti in prilagoditve poslovanja spremembam.

Vpliv na javno upravo

Predlagana uredba bo na javno upravo vplivala neposredno, saj kot »regulativni konsolidator«, katerega naloga je izboljšati praktično uporabo in izvrševanje že sprejetih pravil, zmanjšuje administrativna bremena in prinaša racionalizacijo postopkov, tako za zavezance kot za organe. Čeprav bo nadaljnja izvedba predloga uredbe zahtevala nekatere organizacijske in tehnične prilagoditve javne uprave (npr. vzpostavitev enotne vstopne točke SEP), na daljši rok prinaša pomembne koristi v smislu koordinacije in kakovosti na področju digitalizacije. Vendar pa nekatere spremembe na področju varstva podatkov otežujejo izvajanje nadzora skladnosti, kar bo dodatno obremenilo nadzorne in sodne organe.

Vpliv na okolje

Neposrednega vpliva predloge uredbe na okolje ni. Vendar je treba poudariti, da je celoten predlog namenjen dodatnemu razmahu digitalizacije, ki kot takšna omogoča prenovo procesov in sistemov ter digitaliziranih rešitev, poenostavitev procesov in prilagoditev struktur, kar ima velik in ugoden vpliv na okolje (npr. vpetost digitalizacije in rešitev v elektroenergetske, plinovodne in druge povezave, ipd.). To v povezavi z digitalizacijo in novimi tehnologijami odpira številne priložnosti za uvajanje tehnoloških rešitev na področju prenosa in rabe okoljskih virov do končnega uporabnika. Hkrati pa je treba upoštevati, da razvoj digitalizacije, zlasti obsežna uporaba umetne inteligence, prinaša tudi povečano porabo električne energije in naravnih virov (predvsem zaradi potreb po hlajenju strojne opreme).

Drugo

Cilj uredbe je, da s poenostavitvijo digitalnih pravil okrepi zaupanje javnosti ter tako prispeva k večji varnosti in nadaljnjemu demokratičnemu razvoju digitalne družbe. To lahko pomembno pospeši digitalizacijo na številnih področjih gospodarstva in javnega sektorja ter omogoči široko uporabo digitalnih rešitev za izboljšanje poslovanja, razvoj novih inovativnih proizvodov in storitev ter krepitev konkurenčnosti. S tem bi bilo mogoče učinkoviteje naslavljati različne družbene izzive, zlasti na področjih zdravstva, prometa, varstva okolja in pridelave hrane, ter hkrati izboljšati kakovost življenja državljank in državljanov. Vendar obsežne spremembe zakonodaje, zlasti aktov, ki sploh še niso stopili v veljavo, zmanjšuje pravno varnost in jasnost predpisov, s tem pa tudi zaupanje javnosti v zakonodajni postopek, politike EU in družbenopolitični ustroj nasploh. Pri tem je ključno tudi zavedanje, da vse navedbe o potencialnih pozitivnih učinkih ter ohranjanju doseženih standardov varstva ne temeljijo na predhodno izvedenih ocenah učinka.

C)
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