REPUBLIKA SLOVENIJA

**Urad Vlade za INFORMACIJSKO VARNOST**

Ulica gledališča BTC 2, 1000 Ljubljana T: 01 478 4778

 E: gp.uiv@gov.si

 W: www.uiv.gov.si

 Twitter: @URSIV\_Slovenia

|  |
| --- |
| Številka: 450-101/2024-1544-59 |
| Datum: 1.9. 2025 |
| EVA  |
| GENERALNI SEKRETARIAT VLADE REPUBLIKE SLOVENIJEGp.gs@gov.si |
| ZADEVA: Sprememba projekta 1544-23-0002 »Zmogljivost informacijske varnosti 2024-2027« v veljavni Načrt razvojnih programov 2025 - 2028 - predlog za prednostno obravnavo |
| 1. Predlog sklepov vlade: |
| Na podlagi šestega odstavka 21. člena Zakona o Vladi Republike Slovenije (Uradni list RS, št. 24/05 – uradno prečiščeno besedilo, 109/08, 38/10 – ZUKN, 8/12, 21/13, 47/13 – ZDU-1G, 65/14, 55/17 in 163/22) in petega odstavka 31. člena Zakona o izvrševanju proračunov Republike Slovenije za leti 2025 in 2026 (Uradni list RS, št. 104/24) je Vlada Republike Slovenije na ……seji dne …... sprejela naslednji **SKLEP**V veljavni Načrt razvojnih programov za obdobje 2025–2028 se, skladno s podatki iz priložene tabele, spremeni projekt 1544-23-0002 Zmogljivost informacijske varnosti 2024-2027. Barbara Kolenko Helbl GENERALNA SEKRETARKA Priloga:* Obrazložitev,
* Obrazec 3.

Prejmejo:* Urad Vlade Republike Slovenije za informacijsko varnost,
* Ministrstvo za finance,
* Generalni sekretariat Vlade Republike Slovenije.
 |
| **2. Predlog za obravnavo predloga zakona po nujnem ali skrajšanem postopku v državnem zboru z obrazložitvijo razlogov:**  |
| **/** |
| **3.a Osebe, odgovorne za strokovno pripravo in usklajenost gradiva:** |
| * Dr. Uroš Svete, direktor Urada Vlade Republike Slovenije za informacijsko varnost,
* Marjan Kavčič, sekretar, Urad Vlade RS za informacijsko varnost.
 |
| **3.b Zunanji strokovnjaki, ki so sodelovali pri pripravi dela ali celotnega gradiva: /** |
| **4. Predstavniki vlade, ki bodo sodelovali pri delu državnega zbora: /** |
| 5. Kratek povzetek gradiva: |
| Novi Zakon o informacijski varnosti (ZInfV-1)[[1]](#footnote-2), ki v pravni red Republike Slovenije prenaša Direktivo 2022/2555/EU Evropskega parlamenta in Sveta z dne 14. decembra 2022 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji[[2]](#footnote-3) in je stopil v veljavo 19. junija 2025, razširja nabor zavezancev in obseg nalog, ki so predvidene za CSIRT skupine. Zaradi vključitve novih sektorjev in povečanja števila zavezancev nova ureditev po oceni do 15x povečuje število subjektov, ki morajo po zakonu priglasiti vse incidente, ki imajo pomemben vpliv na zagotavljanje njihovih storitev.Zaradi zgoraj navedenega povečanja obsega zavezancev in nalog za skupine CSIRT je potrebno povišati vrednost projekta 1544-23-0002 - Zmogljivost informacijske varnosti 2022-2027 na 3.750.350,64EUR. V okviru projekta se bo financiralo delovanje obstoječih in vzpostavitev novih delovnih mest v skupinah CSIRT ter opreme in storitev, potrebnih za izvajanje njihovih nalog. Izvajanje nalog skupin CSIRT je izjemno pomembno, saj rešujejo priglašene varnostne incidente bistvenih subjektov v visoko kritičnih sektorjih energije, prometa, bančništva, infrastrukture finančnega trga, zdravja, pitne vode, odpadne vode, digitalne infrastrukture, upravljanja storitev IKT in vesolja, ter pomembnih subjektov v kritičnih sektorjih poštne in kurirske storitve, ravnanje z odpadki, izdelava, proizvodnja in distribucija kemikalij, pridelava, predelava in distribucija živil, proizvodnja različnih proizvodov, digitalni ponudniki in raziskave. |
| 6. Presoja posledic za: |
| a) | javnofinančna sredstva nad 40.000 EUR v tekočem in naslednjih treh letih | **DA**/NE |
| b) | usklajenost slovenskega pravnega reda s pravnim redom Evropske unije | DA/**NE** |
| c) | administrativne posledice | DA/**NE** |
| č) | gospodarstvo, zlasti mala in srednja podjetja ter konkurenčnost podjetij | DA/**NE** |
| d) | okolje, vključno s prostorskimi in varstvenimi vidiki | DA/**NE** |
| e) | socialno področje | DA/**NE** |
| f) | dokumente razvojnega načrtovanja:* nacionalne dokumente razvojnega načrtovanja
* razvojne politike na ravni programov po strukturi razvojne klasifikacije programskega proračuna
* razvojne dokumente Evropske unije in mednarodnih organizacij
 | DA/**NE** |
| 7.a Predstavitev ocene finančnih posledic nad 40.000 EUR:Predlog sklepa nima finančnih posledic za javna finančna sredstva. |
|  |
| 1. Ocena finančnih posledic, ki niso načrtovane v sprejetem proračunu
 |
|  | Tekoče leto (t) | t + 1 | t + 2 | t + 2 |
| Predvideno povečanje (+) ali zmanjšanje (–) prihodkov DP |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) prihodkov OP  |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) odhodkov DP  |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) odhodkov OP |  |  |  |  |
| Predvideno povečanje (+) ali zmanjšanje (**–**) obveznosti za druga javnofinančna sredstva |  |  |  |  |
| 1. Finančne posledice za državni proračun
 |
| II.a Pravice porabe za izvedbo predlaganih rešitev so zagotovljene: |
| Ime proračunskega uporabnika | Šifra in naziv ukrepa, projekta | Šifra in naziv PP | Znesek za tekoče leto (t) | Znesek zat + 1 |
| **Urad Vlade RS za informacijsko varnost**  | **1544-23-0002****Zmogljivost informacijske varnosti 2022-2027** | **PP 221007 -****Delovanje nacionalnega CSIRT** | **878.272,35****EUR** | **959.109,65****EUR** |
| SKUPAJ |  |  | **878.272,35****EUR** | **959.109,65****EUR** |
| II.b Manjkajoče pravice porabe bodo zagotovljene s prerazporeditvijo: |
| Ime proračunskega uporabnika | Šifra in naziv ukrepa, projekta | Šifra in naziv PP | Znesek za tekoče leto (t) | Znesek zat + 1 |
| Urad Vlade RS za informacijsko varnost  | 1544-21-0001Delovanje Urada Vlade RS za informacijsko varnost | PP 221004 - Materialni stroški | 123.655,59 EUR | 0 EUR |
| Urad Vlade RS za informacijsko varnost | 1544-23-0001Investicije in investicijsko vzdrževanje URSIV 2024-2027 | PP 221005 - Investicije in investicijsko vzdrževanje  | 0 EUR | 14.368,85 |
| SKUPAJ |  |  | 123.655,59EUR | **14.368,85** **EUR** |
| II.c Načrtovana nadomestitev zmanjšanih prihodkov in povečanih odhodkov proračuna: |
| Novi prihodki | Znesek za tekoče leto (t) | Znesek za t + 1 |
|  |  |  |
| SKUPAJ |  |  |
|  |  |  |
| **7.b Predstavitev ocene finančnih posledic pod 40.000 EUR:**(Samo če izberete NE pod točko 6.a.) |
| **8. Predstavitev sodelovanja z združenji občin:** |
| Vsebina predloženega gradiva (predpisa) vpliva na:* + pristojnosti občin,
	+ delovanje občin,
	+ financiranje občin
 | DA/NE |
| Gradivo (predpis) je bilo poslano v mnenje:  |  |
| * Skupnost občin Slovenije SOS
 | DA/NE |
| * Združenje občin Slovenije ZOS
 | DA/NE |
| * Združenje mestnih občin Slovenije ZMOS
 | DA/NE |
| Predlogi in pripombe združenj so bili upoštevani:* v celoti,
* večinoma,
* delno,
* niso bili upoštevani.
 |
| Bistveni predlogi in pripombe, ki niso bili upoštevani: |
| **9. Predstavitev sodelovanja javnosti:** |
| Gradivo je bilo predhodno objavljeno na spletni strani predlagatelja: | DA/NE |
| (Če je odgovor **NE**, navedite, zakaj ni bilo objavljeno.) |
| (Če je odgovor **DA**, navedete: |
| Datum objave: |
| V razpravo so bili vključeni:* nevladne organizacije,
* predstavniki zainteresirane javnosti,
* predstavniki strokovne javnosti.
 |
| Mnenja, predlogi in pripombe z navedbo predlagateljev: |
| Upoštevani so bili:* v celoti,
* večinoma,
* delno,
* niso bili upoštevani.
 |
| Bistvena mnenja, predlogi in pripombe, ki niso bili upoštevani ter razlogi za neupoštevanje: |
| Poročilo je bilo dano … |
| Javnost je bila vključena v pripravo gradiva v skladu z Zakonom o …, kar je navedeno v predlogu predpisa. |
| **10. Pri pripravi gradiva so bile upoštevane zahteve iz Resolucije o normativni dejavnosti:** | DA/NE |
| **11. Gradivo je uvrščeno v delovni program vlade:** | DA/NE |
| Dr. Uroš SveteDirektor urada |

**OSNUTEK SKLEPA**

Na podlagi šestega odstavka 21. člena Zakona o Vladi Republike Slovenije (Uradni list RS, št. 24/05 – uradno prečiščeno besedilo, 109/08, 38/10 – ZUKN, 8/12, 21/13, 47/13 – ZDU-1G, 65/14, 55/17 in 163/22) in petega odstavka 31. člena Zakona o izvrševanju proračunov Republike Slovenije za leti 2025 in 2026 (Uradni list RS, št. 104/24) je Vlada Republike Slovenije na ……seji dne …... sprejela naslednji

SKLEP

V veljavni Načrt razvojnih programov za obdobje 2025–2028 se, skladno s podatki iz priložene tabele, spremeni projekt 1544-23-0002 Zmogljivost informacijske varnosti 2024-2027.

 Barbara Kolenko Helbl

 generalna sekretarka

Priloge:

* Obrazložitev,
* Obrazec 3.

Prejmejo:

* Urad Vlade RS za informacijsko varnost,
* Ministrstvo za finance.

**OBRAZLOŽITEV**

Novi Zakon o informacijski varnosti (ZInfV-1)[[3]](#footnote-4), ki v pravni red Republike Slovenije prenaša Direktivo 2022/2555/EU Evropskega parlamenta in Sveta z dne 14. decembra 2022 o ukrepih za visoko skupno raven kibernetske varnosti v Uniji[[4]](#footnote-5) in je stopil v veljavo 19. junija 2025, razširja nabor zavezancev in obseg nalog, ki so predvidene za CSIRT skupine. Zaradi vključitve novih sektorjev in povečanja števila zavezancev nova ureditev po oceni do 15x povečuje število subjektov, ki morajo po zakonu priglasiti vse incidente, ki imajo pomemben vpliv na zagotavljanje njihovih storitev. Glede na dosedanjo prakso in spodbude pristojnega nacionalnega organa za informacijsko varnost je pričakovati, da bodo zavezanci priglašali tudi ostale, manj pomembne incidente, saj na podlagi vseh priglašenih incidentov pristojni nacionalni organ pridobi situacijsko zavedanje v državi na področju informacijske varnosti. Poleg omenjenega, velik delež incidentov priglasijo tudi fizične osebe in subjekti, ki niso zavezanci, kar prav tako doprinese k situacijske zavedanju v državi. Velik delež omenjenih incidentov je do sedaj obravnaval SI-CERT. Na podlagi 59. člena ZInfV-1 SI-CERT opravlja naloge dosedanjega nacionalnega CSIRT, dokler Vlada RS ne določi drugačne ureditve skupin CSIRT. Na enak način se bo urejalo tudi področje usklajenega razkrivanje ranljivosti v Republiki Sloveniji, do takrat pa omenjen naloge izvaja SI-CERT. Do določitve nove ureditve skladno z 59. členom ZInfV-1 bo SI-CERT opravljal obstoječe naloge in nove naloge, ki izhajajo iz ZInfV-1.

Zaradi zgoraj navedenega povečanja obsega zavezancev in nalog za skupine CSIRT je potrebno povišati izhodiščno vrednost projekta 1544-23-0002 - Zmogljivost informacijske varnosti 2022-2027 na 3.750.350,64 EUR. V okviru projekta se bo financiralo delovanje obstoječih in vzpostavitev novih delovnih mest v skupinah CSIRT ter opreme in storitev, potrebnih za izvajanje njihovih nalog.

Izvajanje nalog skupin CSIRT je izjemno pomembno, saj rešujejo priglašene varnostne incidente bistvenih subjektov v visoko kritičnih sektorjih energije, prometa, bančništva, infrastrukture finančnega trga, zdravja, pitne vode, odpadne vode, digitalne infrastrukture, upravljanja storitev IKT in vesolja, ter pomembnih subjektov v kritičnih sektorjih poštne in kurirske storitve, ravnanje z odpadki, izdelava, proizvodnja in distribucija kemikalij, pridelava, predelava in distribucija živil, proizvodnja različnih proizvodov, digitalni ponudniki in raziskave.

**Viri financiranja**

**Planirani izdatki**

|  |  |
| --- | --- |
| **Številka podprograma PU** | **Naziv podprograma PU** |
| 050505 | Informacijska in kibernetska varnost |

|  |  |
| --- | --- |
| **Leto (vsa leta trajanja programa)** | **Veljavni plan v EUR** |
| 2024 | 720.342,49 |
| 2025 | 1.001.927,94 |
| 2026 | 973.478,50 |
| 2027 | 1.054.601,71 |
| **SKUPAJ:** | **3.750.350,64** |

**Proračunski viri**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Konto** | **Št. PP** | **2024** | **2025** | **2026** | **2027** | **SKUPAJ** |
| Realizacija | Ocena | Plan | Plan |  |
| 4133 | 221007 | 702.082,88 | 970.709,66 | 938.876,11 | 1.017.115,78 | 3.505.128,84 |
| 4323 | 221007 | 18.259,61 | 31.218,28 | 34.602,39 | 37.485,93 | 121.566,21 |
| **SKUPAJ** | 720.342,49 | 1.001.927,94 | 973.478,50 | 1.054.601,71 | **3.750.350,64** |

1. Uradni list RS, št. 40/25 [↑](#footnote-ref-2)
2. https://eur-lex.europa.eu/legal-content/SL/TXT/HTML/?uri=CELEX:32022L2555 [↑](#footnote-ref-3)
3. Uradni list RS, št. 40/25 [↑](#footnote-ref-4)
4. https://eur-lex.europa.eu/legal-content/SL/TXT/HTML/?uri=CELEX:32022L2555 [↑](#footnote-ref-5)